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OSCE Basics
• The OSCE syllabus uses the Cracking the 

Perimeter (CTP) online course



OSCE Basics
Cost:



What it looks like
• VPN - uses tap0 interface  



What it looks like
• Forum



What it looks like
Microsoft OneNote (for note keeping)



My OSCE Experience

My prior experience
OSCP 
SLAE-32, SLAE-64 
GWAPT 

06 April - 22 August 2017



My OSCE Experience
•5 Apr 2017 - Registration Challenge 
•6 Apr 2017 – Bought ($1500) 

Course - Cracking the Perimeter 
               (videos, pdf’s) 
Labs - 60 days Lab access +  
Exam attempt 

 



My OSCE Experience

  

12 Apr - Began  Lab Exercises
Exercises: 
Web App XSS 
Web App LFI 
Backdoor an EXE 
ASLR Bypass 
Egghunter BOF 
0-day TFTP BOF 
0-day Alphanumeric Shellcode 
Router exploit 

(Muts’ Greatest Hits of 2008)



My OSCE Experience

8 July – Finished lab exercises



My OSCE Experience
The exam has four challenges:

      Machine 1 (30 points)

      Machine 2 (30 points)

      Machine 3 (15 points)

      Machine 4 (15 points)

For a total of 90 points; Passing is 75 points



My OSCE Experience
19 Aug: Passed exam

20 Aug: Sent report

25 Aug: Good news 



My OSCP Experience
Host info: 

MacBook Pro (2017) 

VMWare Fusion ($75) 

Kali Linux VM  

Notes – Microsoft OneNote



OSCE Summary
• Kind of a pain 

• One area very useful; three others somewhat 

• Glad it’s over



Questions?


