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These are my
thoughts.
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2011 Worst Year Ever for

Security Breaches!
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Basically:
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Dr. Carl Sagan

NYou have to k
to understand the present
(and the futur:
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Sun Tsu T The Art of War

"It is said that if you know
your enemies and know
yourself, you will not be
Imperiled in a hundred
battles;

If you do not know your
enemies but do know
yourself, you will win
one and lose one;

If you do not know your
enemies nor yourself,
you will be imperiled in
every single battle."
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Remember your history

A The Protection of Information in Computer

Systems by Saltzer & Schroder

AThe

C u c Kk obg @liford

Siply

http://pdf.textfiles.com/academics/wilyhacker.pdf

A Practical Unix & Internet Security by Garfinkel

& Spafford.

A How to Win Friends & Influence People by

Dale Carnegie
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A study conducted by the Verizon RISK Team with cooperation from
the U.S. Secret Service and the Dutch High Tech Crime Unit.
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* Korps landelijke politiediensten
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Data Breach Investigations

Report (DBIR) series

e An ongoing study into the
world of cybercrime that

analyzes forensic evidence
fo uncover how sensitive

data is stolen from
organizations, who's doing
it, why they’re doing it, and,
of course, what might be
done to prevent it.

Available at: http://verizonbusiness.com/databreach "
Updates/Commentary: http://securityblog.verizonbusiness.com verizon
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